Chapter 2

Setting console options:
1.  Author mode:  full console access where they can add snap-ins, create new views, can change and save the console.

2.  User Mode: Full Access:  Allows users to navigate between open windows and to access all portions of the consol tree.  Users cannot add, remove or change console properties.

3.  User Mode: Limited Access, multiple windows:  Create new windows but cannot close existing windows.

4.  User Mode: Limited Access, single window

Terminal Services Configuration Snap-In

General tab:  set the encryption level and auth. Mechanism for connections

Logon settings:  Can set static credentials instead of those from clients

Sessions:  Settings that override the client values, set time limits, etc…

Environment:  Overrides profile settings
Remote Control:  

Client Settings:  Color depth and resource mapping

Network Adapters:  Specifies which network adapter can accept rdp sessions

Permissions:  permissions for rdp connections

Terminal Services use port 3389

Credentials:  Users must be in the administrator or rdp users groups to login via rdp

Ports:  1863 for Windows Messenger, 3389 for RDP and terminal services

1.  By default new consoles are opened in author mode

2.  A console can have focus on both a local and remote computer simultaneously 

3.  You must be an a domain administrator and the client must be on the domain

4.  You can change an existing MMC console from a local to remote context.  You can have snap-ins pointing locally and remotely at the same time

5.  Not all functions of a remote snap-in are available when you are connected to a remote computer

6.  Two simultaneous connections are possible to a terminal server in Remote Administration mode

7.  c, b
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